ASAMBLEA LEGISLATIVA DE LA REPUBLICA DE COSTA RICA

PROYECTO DE LEY

LEY CONTRA LA MANIPULACION DE LA OPINION
PUBLICAY LA VOLUNTAD POPULAR

(LEY ANTITROLL)

GILBERTO CAMPOS CRUZ
DIPUTADO

EXPEDIENTE N.°25.379




PROYECTO DE LEY

LEY CONTRA LA MANIPULACION DE LA OPINION
PUBLICAY LA VOLUNTAD POPULAR

(LEY ANTITROLL)

Expediente N.°25.379

ASAMBLEA LEGISLATIVA:

Costa Rica es una nacion fundada sobre principios democraticos que exigen
transparencia, acceso a informacién veraz y participacion ciudadana auténtica. La
desinformacion y la manipulacién de la opinién publica representan una amenaza
directa a dichos principios, especialmente en un contexto donde la actividad digital

se ha convertido en un espacio central para el debate politico y social.

La manipulacion de la opinion publica mediante el uso de redes sociales y entornos
digitales se ha consolidado como una amenaza relevante para el orden democratico
y la convivencia social. Diversos Estados, organismos gubernamentales y actores
politicos han recurrido a estas plataformas para difundir desinformacion y contenido
enganoso, asi como para ejecutar practicas de censura indirecta y mecanismos de
influencia ilicita, afectando la transparencia, la formacion libre de la voluntad
ciudadana, de la opinidon publica y la confianza en los medios de comunicacion, en

las instituciones publicas y en la comunidad cientifica.

En un contexto en el que el acceso a la informacién y el consumo de noticias se
realiza predominantemente por medios digitales y tecnologias como la inteligencia
artificial, el analisis de grandes bases de datos y algoritmos no auditables estan
siendo utilizados para distorsionar hechos verificables, comprometiendo los
principios de veracidad, seguridad informativa y fidelidad en la comunicacién
publica, considerados pilares esenciales para el funcionamiento del Estado

democratico de derecho.



En los ultimos afios, el pais ha experimentado un aumento visible de estructuras
digitales coordinadas (Salazar-Aguilar, Adriana Orellana Orellana, & Nazira Castillo
Alfaro, 2022-2023)', las cuales operan mediante redes de cuentas falsas,
automatizadas o/y pagadas para distorsionar opiniones, conversaciones, manipular
percepciones, alterar métricas, influir en procesos, fomentar el odio y afectar
reputaciones, estas estructuras son conocidas y en adelante llamadas “granjas de

trolls”.

Los ‘“trolls” digitales son el vehiculo mediante el cual se difunde la produccién de
mensajes creados para manipular percepciones, polarizar conversaciones y
construir narrativas artificiales que logran simular o aparentar un respaldo
ciudadano en diversos temas de interés publico, cuando, en realidad, responden
solamente a intereses particulares, provocando que predomine lo emocional sobre
lo racional. Por lo cual, al inundar los espacios digitales con informacion falsa, los

“trolls” erosionan la capacidad de las personas para formarse criterios informados.

Estas practicas no solo atentan contra la veracidad y exactitud de los datos
divulgados, sino que también generan desconfianza e inciden en procesos
electorales, debates legislativos e incluso en la legitimidad de las instituciones

publicas y de los medios de comunicacion.

Los datos disponibles (Zeleddn Pérez J. , 2023)? respaldan que existen casos
reportados en medios nacionales que han evidenciado el uso de estas practicas en
campanas politicas, ataques a figuras publicas, y manipulacién de debates

importantes en torno a politicas publicas.

1 (Estudio de escucha digital politica en Costa Rica) Autor/es desconocido/s. (2024). Investigacidn sobre conversaciones con odio
y lenguaje discriminatorio en redes sociales (Costa Rica). Revista ICONO14. https://doi.org/10.7195/ri14.5v22i2.2087

2 Zeledén Pérez, ). (2023). The troll, the press and public discourse. Universidad de Costa Rica / Atena Editora.
https://hdl.handle.net/10669/99807



A nivel politico, esta manipulacion de tendencias y conversaciones publicas influyen
en la reputacion de los candidatos, moldean agendas mediaticas, e incluso, alteran
la percepcion de la realidad, debido a que estas "granjas de trolls" son capaces de
amplificar conflictos, desinformar sobre procesos de elecciones, desestabilizar
gobiernos o atacar a figuras publicas con campafas de odio disefiadas para

intimidar o silenciar opiniones criticas y reales.

Sirvan a manera de ejemplo los estudios realizados por la Universidad Latina de
Costa Rica® (Universidad Latina de Costa Rica, 2023), institucién que durante el
proceso electoral del 2022 detectdé que entre un 11 % y un 21 % del contenido en
redes provenia de cuentas falsas, algunas vinculadas a granjas digitales

organizadas para influir en la conversacion politica.

Ese mismo analisis fue citado por la Organizaciéon no gubernamental Freedom
House, que reportd que Meta (antes Facebook) removié en abril de 2022 una red
de 233 cuentas de Facebook, paginas e Instagram por “comportamiento coordinado
no auténtico”, vinculadas a una firma de relaciones publicas con oficinas en Costa
Rica* (Freedom House., 2022).

En efecto, casos como el conocido “Piero Calandrelli”® (Chavarria, 2022), han
expuesto la posible contratacion de operadores digitales para influir en conversaciéon
publica desde estructuras estatales, ya que “Piero” afirmé haber sido contratado por
la ministra de Salud (en la administracion de Rodrigo Chaves) para generar
contenido en redes sociales, participar en narrativas que atacaban a periodistas,
medios y adversarios politicos. Este caso ha sido estudiado académicamente como

un ejemplo donde el trolling digital se convierte en un asunto estatal.

3 Universidad Latina de Costa Rica. Observatorio de Comunicacién Digital: Reporte sobre desinformacién y cuentas no auténticas
en redes sociales (2023). Disponible en: https://www.ulatina.ac.cr/area-de-investigacion/grupos-de-investigacion/observatorio

4 https://freedomhouse.org/es/country/costa-rica/freedom-net/2022

5 Chavarria, S. (2024). El Trolleo se volvié asunto de Estado: El caso de Piero Calandrelli durante el 2022-2023 en Costa Rica. Revista
Rupturas, 14(2), 53-83. https://doi.org/10.22458/rrv14i2.5413



El Colegio de Periodistas de Costa Rica (COLPER) y diversas publicaciones
(Novelli, 2022)%, (Solano Miller, 2025)7, advierten que algunos trolls actian a cambio
de pagos o reconocimientos especiales, o que sugiere una motivacion organizada
detras de la desinformacién, reafirmando la existencia de un “ecosistema sintético”
digital en Costa Rica con muchas cuentas inauténticas que intensifican la
polarizacion politica, donde cerca del 18% de las interacciones en redes no
corresponderian a personas reales, generando que lo que se muestra en redes no
refleja la realidad del pais y que la conversacion esta manipulada politicamente,
generando un impacto en la opinion publica. La falta de un marco regulatorio
especifico facilita que estas practicas afecten la salud democratica del pais y limiten
el ejercicio auténtico de la libertad de expresion. Razén por la cual el COLPER lanzé
una campafa para educar a la ciudadania sobre cémo identificar trolls digitales y

noticias falsas. Lamentablemente, el esfuerzo no ha sido suficiente.

En un articulo académico de la Editorial ULEAD titulado “Las tropas cibernéticas y
la manipulacion politica en linea en Costa Rica”, se analiza como, desde al menos
2018, hay grupos organizados que usan redes sociales para diseminar propaganda
politica y desinformacion. El estudio senala que algunos partidos, generalmente
populistas y con ideas de totalitarismo, han sido vinculados con la contratacion de
trolls para difundir mensajes favorables o atacar a opositores, interfiriendo en la

decision de los electores (Bunse, 2021)8.

Por otra parte, el académico de la Universidad de Costa Rica, Jorge Zeledon Pérez
(Zeledon Pérez J. , 2022)° realiza importantes reflexiones académicas sobre el
“troll”, 1a prensa, el discurso publico y la relacion que existe con los medios de prensa

en Costa Rica, dentro de sus preocupaciones hace notar que los “trolls” han

& SHIFT Porter Novelli. (2022). Estudio RED506 - Radiografia del ecosistema digital de Costa Rica. InfografiasRED506_2022.pdf
7Solano Miller, M. (2025, 12 de noviembre). RED506: Costa Rica alcanzé los 5,18 millones de usuarios en redes sociales, ;cuéntos
son reales? El Financiero.

8 Bunse, S. Las tropas cibernéticas y la manipulacién politica en linea en Costa Rica (2021), Logos, 2(1), 160-177. Disponible en:
https://dspace.ulead.ac.cr/handle/123456789/135

® Zeledon Pérez, J. (2022). Eltrol, la prensay el discurso publico. Memorias. https://www.kerwa.ucr.ac.cr/items/21379539-98cd-
4b4a-b922-0f486ff19f7b?utm_source=



evolucionado, y ya no solo son perfiles que buscan provocar, sino que pueden ser

parte de estrategias de desinformacion mas complejas con fines politicos.

El académico afirma que: “eso en una sociedad democratica es terrible en todos los
sentidos, pero cuando hablamos de politica formal como los ultimos casos de los
ultimos dias, eso significa que estamos realmente poniendo en juego el sistema
base con el cual decidimos nosotros organizarnos colectivamente. La democracia
corre un peligro enorme, no solo en Costa Rica sino en todas las geografias del

mundo”1°,

El “caso de Donald Trump”, se ha convertido en un ejemplo emblematico de como

la desinformacién y la manipulacion digital pueden impactar procesos democraticos.

Durante su campafia presidencial de 2016, investigaciones oficiales (Mueller,
2019)" revelaron que actores extranjeros utilizaron miles de cuentas falsas para
influir en el electorado, amplificando mensajes que beneficiaban su discurso y
campafa. Luego cuando asume la presidencia, continua utilizando esto como
herramienta principal para moldear la agenda publica y deslegitimar a la prensa,
acelerando la desinformacion, por medio de redes organizadas de seguidores, que
replicaban sus mensajes de forma masiva, creando eco y generando un fuerte
impacto politico. Posteriormente en el 2020, Trump reforzé esta dinamica
difundiendo afirmaciones sobre fraude electoral, amplificando el tema por medio de
redes coordinadas de cuentas, grupos extremistas y plataformas digitales, y fue asi
como, valiéndose de la desinformacion provoco el asalto al Capitolio el 6 de enero
de 2021. El caso demuestra como la manipulacion en linea puede escalar hasta
convertirse en una amenaza directa para la estabilidad institucional y la integridad
del proceso democratico. (U.S. House Select Committee, 2022) 12

10https://www.puntoyaparte—ca.com/ya—no—estamos—hablando—de—libertad—de—expresion—sino—que—estamos—hablando—de—
manipulacion-del-discurso-dice-experto-sobre-el-uso-de-troles/?utm_source

11 Mueller, R. S. (2019). Report on the Investigation into Russian Interference in the 2016 Presidential Election. U.S.
Department of Justice.

2 U.S. House Select Committee to Investigate the January 6th Attack on the United States Capitol. (2022). Final report. U.S.
Government Publishing Office



El “caso Brexit"'® es otro de los ejemplos mas citados de manipulacion digital
electoral, convirtiéndose en un ejemplo global de cdmo la desinformacion, los “trolls”
y la segmentacion psicoldgica pueden distorsionar procesos electorales y modificar
la opinidn publica, incluso en democracias consolidadas. En este caso la empresa
Cambridge Analytica accedio ilegalmente a los datos de millones de usuarios de
Facebook para crear perfiles psicograficos altamente precisos. Con esa
informacion, se disefiaron mensajes especificos para grupos vulnerables,
amplificando temores migratorios y desconfianza institucional. Estas campafas
basadas en informacion falsa o engafosa influyeron en segmentos clave del
electorado y el caso demostré como la manipulacién digital puede influenciar en
emociones y comportamientos politicos de manera encubierta y masiva, afectando

directamente la voluntad democratica.

Los estudios de la Universidad de Oxford' son amplios e interesantes en sus
resultados, una de sus conclusiones es que: “la manipulacién en redes sociales es
un gran negocio. Desde 2010, los partidos politicos y los gobiernos han invertido
mas de medio billén de ddlares en la investigacion, desarrollo e implementacion de
operaciones psicolégicas y manipulacion de la opinion publica a través de las redes
sociales. En algunos paises esto incluye esfuerzos para contrarrestar el
extremismo, pero en la mayoria consiste en la difusion de noticias basura y
desinformacion durante elecciones, crisis militares y complejos desastres

humanitarios”'® (Howard, 2018).

Dentro de las referencias mas destacadas, se encuentra el estudio presentado por

el Observatorio de la Comunicacién Digital de la Universidad Latina'®, el cual aborda

'3 Bradshaw, S., & Howard, P. N. (2018). Challenging truth and trust: A global inventory of organized social media manipulation.
Oxford Internet Institute.

14 Troops, Trolls and Troublemakers: Un inventario global de manipulacién organizada en redes sociales - ORA - Oxford University
Research Archive

'S Bradshaw, S., & Howard, P. N. (2018). Challenging truth and trust: A global inventory of organized social media manipulation.
Oxford Internet Institute.

16 Reporte 31 - Observatorio | Universidad Latina de Costa Rica https://www.ulatina.ac.cr/area-de-investigacion/grupos-de-
investigacion/observatorio/reportes/31


https://ora.ox.ac.uk/objects/uuid:cef7e8d9-27bf-4ea5-9fd6-855209b3e1f6
https://ora.ox.ac.uk/objects/uuid:cef7e8d9-27bf-4ea5-9fd6-855209b3e1f6
https://www.ulatina.ac.cr/area-de-investigacion/grupos-de-investigacion/observatorio/reportes/31

la evolucion y los niveles de sofisticacidn que han logrado alcanzar las granjas de
trolls en cuatro anos. Durante ese periodo se detectaron 190.000 cuentas falsas o
trolls, y entre octubre y noviembre del 2025 se habian analizado 482.000 cuentas,
de esas, un 17%, es decir 81.940 perfiles eran falsos; esperando que para las
elecciones de febrero del 2026 superen el 20% como ya ha ocurrido en el pasado.
Estamos hablando de mas de 80 mil perfiles falsos coordinados para favorecer a
algun politico, atacar a otro, difundir falsedades, motivar el odio, difamar y en
general distorsionar la realidad (Vargas, 2026)'". Cristian Bonilla, decano del
Campus Creativo de la U Latina, explica que: “hemos tenido que tomar medidas
para identificar estas nuevas granjas de trolls que estan utilizando tecnologia mucho
mas potente. Los sistemas automaticos ya no estaban detectandolos y se ha
disparado la conversacién desde ese tipo de cuentas”. Ademas de que entre las
granjas detectadas algunas se encuentran en paises extranjeros como El Salvador;
“Una granja muy activa en el pais que esta generando volumenes de comentarios,
pero tiene direcciones IP (identificador de dispositivos) fuera de Costa Rica. Es un

grupo afin al presidente Nayib Bukele (...)"'8, afirmé.

Estos ejemplos evidencian un patron global, donde las manipulaciones digitales no
son simples perturbaciones en la conversaciéon publica, sino mecanismos
estructurados que buscan alterar percepciones, influir en procesos democraticos y
erosionar la confianza ciudadana en la prensa, las instituciones y la deliberacién
publica. Su analisis comparado permite comprender la urgencia de establecer
marcos normativos y politicas de prevencién que fortalezcan la integridad del debate

democratico, incluida la regulacién de practicas manipuladoras en Costa Rica.

Es claro que, al no existir una regulacion especifica, estas actividades comprometen
la salud democratica, afectan la libertad de expresién auténtica y ponen en riesgo
la confianza en los lideres y personas con buenas intenciones politicas. Ante esta

realidad, se vuelve urgente establecer un marco normativo que prevenga, detecte y

1718 Jso de troles durante campafia politica se sofisticé y tecnificd; granjas podrian ser manejadas desde El Salvador | La
Nacioén


https://www.nacion.com/politica/uso-de-troles-durante-campana-politica-se/RWV5ZB3PJZAHBESHHTDUJWKG2I/story/
https://www.nacion.com/politica/uso-de-troles-durante-campana-politica-se/RWV5ZB3PJZAHBESHHTDUJWKG2I/story/

sancione el uso de granjas de frolls u otras formas de manipulacion coordinada en
plataformas digitales, garantizando, al mismo tiempo, la proteccion de derechos
fundamentales y el derecho a la autodeterminacion informativa, la transparencia y
la proteccidn de datos, asi como la libertad de expresion, privacidad y participacion

ciudadana genuina.

El presente proyecto no pretende restringir la critica politica ni la expresion
ciudadana, ni mucho menos penalizar opiniones divergentes, sino prevenir la

manipulacion artificial que distorsiona el debate democratico.

Se propone establecer obligaciones de transparencia, sanciones penales
proporcionales y lineamientos institucionales que permitan contrarrestar estas
practicas sin menoscabar derechos fundamentales. Con el objetivo de prevenir,
regular y sancionar el uso de estructuras digitales coordinadas, destinadas a
manipular artificialmente la opiniéon publica mediante cuentas falsas, automatizadas
0 pagadas para influir en la conversacion digital, afectar el debate politico, la

confianza institucional, el ejercicio y la estabilidad del régimen democratico.

Estableciendo sanciones de prisidn de cuatro a ocho afios a quien cree, administre,
contrate, participe, financie o coordine redes de cuentas falsas o automatizadas
para manipular la opinidon, voluntad popular, discusiones legislativas o
institucionales y el debate publico; utilice cuentas falsas o automatizadas para
simular apoyo ciudadano o influir engafiosamente en procesos politicos, electorales
o institucionales; difunda de manera masiva y deliberada desinformacion, con
conocimiento de su falsedad, cuando se afecte el interés publico, procesos politicos
y electorales, la reputacion o el honor de personas candidatas a puestos de eleccion
popular; simule apoyo ciudadano o consenso social mediante mecanismos digitales
enganosos; oculte dolosamente el origen, financiamiento o coordinacion de
campanas digitales de influencia politica, interfiera digitalmente de manera
maliciosa en procesos electorales, plebiscitos, referendos o consultas populares,

tratando de influir en el resultado, emplee cuentas o redes automatizadas no



declaradas (bots) para manipular artificialmente la conversacion digital, ejecute
campanas de desinformacién mediante estructuras coordinadas con el fin de influir
en procesos electorales, encuestas, debates legislativos o0 decisiones
institucionales, utilice medios digitales para manipular la voluntad popular, de forma
dolosa y organizada mediante campafias coordinadas de desinformacion, uso de
cuentas falsas, redes automatizadas u otros mecanismos tecnolégicos engafosos,
para afectar el orden democratico o la confianza publica en las instituciones del

Estado, o afecte la reputacion de personas mediante acoso digital masivo.

Con el agravante de que la pena de prisidbn aumente de seis a doce afos, cuando
en los hechos a los que se refieren esta ley concurra cualquiera de las siguientes
circunstancias agravantes: cuando el hecho sea cometido por un funcionario
publicos en ejercicio de sus funciones; cuando se permita o promueva la
participacion o financiamiento de personas extranjeras en el proceso electoral
nacional; cuando alguien forme parte de una estructura u organizacion criminal que

utilice mecanismos de manipulacion digital para influir en la opinién publica.

Por las razones expuestas, se somete a conocimiento de la Asamblea Legislativa la

siguiente iniciativa.



LA ASAMBLEA LEGISLATIVA DE LA REPUBLICA DE COSTARICA
DECRETA:

LEY CONTRA LA MANIPULACION DE LA OPINION
PUBLICA Y LA VOLUNTAD POPULAR

(LEY ANTITROLL)

Articulo 1. - Objeto de la Ley

La presente ley tiene por objeto prevenir, regular y sancionar el uso de estructuras
digitales coordinadas, destinadas a manipular artificialmente la opinion publica
mediante cuentas falsas, automatizadas o pagadas para influir en la conversacion
digital, afectar el debate politico, la confianza institucional, el ejercicio y la estabilidad

del régimen democratico.

Articulo 2. — Definiciones

Para efectos de esta ley, se entendera por:

a) Troll: persona o cuenta falsa que, de forma deliberada y reiterada, por medio
de sistemas automatizados o con inteligencia artificial, difunde contenidos
falsos, engafosos, hostiles, provocadores, con el fin de aumentar las
métricas digitales, distorsionar el debate publico, manipular la percepcion
social y engainar a la ciudadania.

b) Granja de trolls: estructura organizada, financiada o coordinada, compuesta
por personas, cuentas o sistemas automatizados, destinada a influir de

manera engafosa y masiva en la opinién publica.



c) Manipulacién digital de la opinion publica: conjunto de acciones u omisiones
dolosas, coordinadas y sistematicas que, mediante engafo, simulacion de
apoyo social o difusion deliberada de desinformacioén, alteran o distorsionan
la percepcion colectiva sobre asuntos, hechos, personas, instituciones o
procesos de interés publico.

d) Manipulacion digital coordinada: Actividad deliberada individual o colectiva
que utiliza multiples cuentas o recursos tecnolégicos para alterar
artificialmente meétricas, tendencias, conversaciones, percepciones,
reputaciones, resultados de mediciones de la opinidon publica o resultados
electorales en el entorno digital.

e) Manipulacion de la voluntad popular: Cualquier practica orientada a influir
ilegitimamente en la toma de decisiones politicas o electorales de la
ciudadania, afectando la libertad de eleccion o el voto informado.

f) Cuenta o red automatizada no declarada (bot): Cuentas, sistemas o
programas gestionados parcial o totalmente mediante programaciéon o
inteligencia artificial, sin identificacion publica que generan, difunden o
replican contenidos de manera automatica o semiautomatica, con fines de
manipular el debate publico.

g) Operador digital especializado: Persona fisica o juridica que brinde servicios
de estrategia digital, contenido, comunicacién o publicidad en redes.

h) Campafa coordinada de desinformacion: Conjunto de acciones organizadas
y persistentes destinadas a difundir informaciéon falsa o engafiosa, con
conocimiento de su falsedad o con desprecio temerario por la verdad, y con

el propdsito de influir en la opinidén publica o en la voluntad popular.
Articulo 3. — Ambito de Aplicacion
Esta ley sera aplicable a personas fisicas o juridicas que utilicen troles o granjas de

troles para influir en la opinidn publica, afecten la reputacion de un tercero o influyan

en resultados electorales.



Articulo 4. — Prohibiciones

Se prohibe a toda persona fisica o juridica:

a)

Crear, administrar, contratar, participar, financiar o coordinar redes de
cuentas falsas o automatizadas para manipular la opinién, voluntad popular,
discusiones legislativas o institucionales y el debate publico.

Utilizar cuentas falsas o automatizadas para simular apoyo ciudadano o influir
engafosamente en procesos politicos, electorales o institucionales.

Difundir de manera masiva y deliberada desinformacién, con conocimiento
de su falsedad, cuando se afecte el interés publico, procesos politicos y
electorales, la reputacién o el honor de personas candidatas a puestos de
eleccion popular.

Simular apoyo ciudadano o consenso social mediante mecanismos digitales
enganosos.

Ocultar dolosamente el origen, financiamiento o coordinacion de campafias
digitales de influencia politica.

Interferir digitalmente de manera maliciosa en procesos electorales,
plebiscitos, referendos o consultas populares, tratando de influir en el
resultado.

Emplear cuentas o redes automatizadas no declaradas (bots) para manipular
artificialmente la conversacion digital.

Ejecutar campanas de desinformacion mediante estructuras coordinadas con
el fin de influir en procesos electorales, encuestas, debates legislativos o
decisiones institucionales.

Utilizar medios digitales para manipular la voluntad popular, de forma dolosa
y organizada mediante campafnas coordinadas de desinformacion, uso de
cuentas falsas, redes automatizadas u otros mecanismos tecnolégicos
enganosos, para afectar el orden democratico o la confianza publica en las
instituciones del Estado.

Afectar la reputaciéon de personas mediante acoso digital masivo.



Articulo 5. — Sanciones penales

Se impondra prisidon de cuatro a ocho afios a quien incurra en cualquiera de las

prohibiciones del Articulo 4.- de la presente ley.

La pena sera de prision de seis a doce afnos, cuando en los hechos a los que se
refieren esta ley concurra cualquiera de las siguientes circunstancias agravantes:
Cuando el hecho sea cometido por un funcionario publicos en ejercicio de sus
funciones; A quien permita o promueva la participacién o financiamiento de
personas extranjeras en el proceso electoral nacional; A quien formen parte de una
estructura u organizacidon criminal que utilice mecanismos de manipulacion digital

para influir en la opinién publica.

Articulo 6. — Competencia

La investigacion y persecuciéon penal de las conductas prohibidas previstas en la
presente ley corresponderan al Ministerio Publico, de conformidad con el

ordenamiento juridico vigente.

El Tribunal Supremo de Elecciones ejercera funciones de fiscalizacién en el ambito
de su competencia politico electoral y formulara las denuncias correspondientes
ante el Ministerio Publico cuando tenga conocimiento de hechos presuntamente

ilicitos.
Articulo 7. - Educacién y alfabetizacién digital
Para la prevencion el Ministerio de Educacion Publica debera incluir en sus

programas educativos contenidos sobre, desinformacién, pensamiento critico,

verificacién de fuentes y seguridad digital.



Articulo 8. - Obligaciones de transparencia

Los operadores digitales deberan informar al Tribunal Supremo de Elecciones

utilizan automatizacion en sus estrategias, especificando su naturaleza y efectos.
Articulo 9. — Excepcioén a la ley

No constituira delito el ejercicio legitimo de la libertad de expresion, la critica politica,
la satira, la parodia, la actividad periodistica ética ni la manifestacion individual de
opiniones, siempre que no formen parte de una acciéon dolosa, sistematica y

organizada de manipulacion.

Rige a partir de su publicacion.

GILBERTO CAMPOS CRUZ
DIPUTADO



